
General Data Protection Regulation 

1. New provisions on data protection 

Regulation No. 2016/679, known as the General Data Protection Regulation (GDPR), is 
the European reference text on the protection of personal data. It strengthens and 
unifies data protection for individuals within the European Union. 

The new European Data Protection Regulation was definitively adopted by the European 
Parliament on 14 April 2016. Its provisions are directly applicable in all 28 Member 
States of the European Union as of 25 May 2018. 

2. Main provisions 

A harmonised framework: there is now a single set of rules on data protection, directly 
applicable in all Member States of the European Union, thus reducing the current 
fragmentation of national data protection laws. 

An extraterritorial application: the regulation applies to companies established outside 
the European Union that process data relating to the activities of EU organisations. Non-
EU companies are also subject to the regulation as soon as they target EU residents 
through profiling or offer goods and services to EU residents (Article 3 of the regulation). 

“Explicit” and “opt-in” consent: companies and organisations must give citizens more 
control over their private data. 

The right to erasure: the data subject has the right to obtain from the controller the 
erasure, without undue delay, of personal data concerning them and the controller has 
the obligation to erase this personal data without undue delay (Article 17 of the 
regulation). 

The right to data portability: data subjects have the right to receive the personal data 
concerning them which they have provided to a controller, in a structured, commonly 
used and machine-readable format, and have the right to transmit this data to another 
controller. Where the data subject exercises his or her right to data portability pursuant 
to paragraph 1, he or she shall have the right to have personal data transmitted directly 
from one controller to another, where technically feasible (Article 20 of the Regulation). 

Profiling: Every person has the right not to be subject to a decision based solely on 
automated processing, including profiling, which produces legal effects concerning him 
or her or similarly significantly affects him or her (Article 22 of the Regulation). 

Principles of “data protection by design” and “security by default”: the European 
Regulation defines the principle of “data protection by design” which requires 
organisations to take into account requirements relating to the protection of personal 



data from the design stage of products, services and systems using personal data. In 
addition, the Regulation enshrines the new rule of “security by default” which requires 
all organisations to have a secure information system (Article 25 of the Regulation). 

Data breach notifications: companies and organisations are required to notify the 
national protection authority as soon as possible in the event of serious data breaches 
so that users can take appropriate measures (Article 33 of the Regulation). 

Mandatory appointment of a Data Protection Officer. 

The Data Protection Officer must be involved in all personal data protection issues. Their 
main tasks are to monitor compliance with the Regulation, advise the data controller on 
its application and act as a point of contact with the supervisory authority, and respond 
to requests from individuals who wish to exercise their rights. 

All activities that may have significant consequences for the protection of personal data 
must be preceded by a privacy impact assessment that must also provide for measures 
to reduce the possible consequences of potential damage to the protection of personal 
data. The Data Protection Officer must consult the supervisory authority before 
implementing the activities in question (Article 35 of the Regulation). 

Higher penalties: The regulation gives regulators the power to impose financial penalties 
of up to 4% of a company's annual worldwide turnover or €20 million (whichever is 
higher) for non-compliance (Article 83(6) of the regulation) 

The creation of the European Data Protection Board (reincarnation of the former Article 
29 Working Party) which has authority in all matters relating to the interpretation of the 
Regulation (Articles 68 et seq. of the Regulation). 

The development of codes of conduct intended to contribute to the proper application 
of this Regulation is encouraged (Article 40 of the Regulation). 

3. Glycérine Sport Anzère rigorously integrates the GDPR: 

Glycérine Sport Anzère integrates these new provisions and undertakes to maintain a 
quality and security service for its customers and ensures compliance with the 
requirements of the GDPR. 

Data protection is a matter of trust, and this is important to us. We respect your 
personality and your privacy. Similarly, we seek to guarantee the protection of your 
personal data and their processing in accordance with the legislation: 

- collection 

- entry 

- management 

- use 

- transmission 



- disclosure or 

- deletion of your personal data 

 

The personal data collected is limited. It is only that which you yourself make available 
to us when making a reservation. 

This is the case for the data below: 

- first and last name 

- gender 

- address 

- telephone number(s) 

- email address(es) 

- information on selected courses 

- additional information on participants 

- language preferences 

- date of birth or age 

 

4. How is your personal data protected: 

We have the technical and organizational means to guarantee the security of your 
personal data. We are able to protect your session data and personal data against the 
risks of unauthorized and illegitimate processing of these and/or against the risks of 
loss, modification, disclosure or unintentional access. You must, however, be fully 
aware that the transmission of information via the Internet and other electronic vectors 
contains certain risks for their security. We cannot assume any guarantee regarding the 
security of the information transmitted by these channels. 

5. How long is your data kept? 

We keep your personal data for as long as we deem it essential or appropriate in order to 
ensure compliance with the laws in force. You are authorized at any time to assert your 
data protection rights. In particular, you are entitled to request information on your 
recorded personal data, to have them corrected or completed, to object to their 
processing or to demand their deletion. 

6. Targeted information or Newsletter 

As soon as you register with Glycérine Sport Anzère, your email address may be known 
and it may be used to send you targeted information. You have the right to unsubscribe 
at any time using the link at the bottom of the email or by contacting Glycérine Sport 
Anzère. 

7. What Glycérine Sport Anzère does not do: 



Glycérine Sport Anzère never uses cookies that can be stored on the user's computer. 

Glycérine Sport Anzère does not use the data transmitted to it for advertising purposes. 

8. Who is responsible for the Data: 

Its director: Mirko Bettinelli 

9. Rights of the interested party 

At any time and within the meaning of articles 15 to 22 of the GDPR, you have the right, 
even with regard to profiling activity, to: 

- request the modification of your personal data; 

- revoke at any time the consent for the use and dissemination of your personal data; 

- request the deletion of your personal data; 

- receive in a structured format, commonly used and readable from an automatic device, 

the personal data concerning you; 

- oppose the processing of personal data concerning you, even for marketing or profiling 

purposes; 

- limit the processing of your personal data; 

- request information in the context of: 

 

- the purposes of the processing; 

- the categories of personal data; 

- the recipients or categories of recipients to whom the personal data have been or will 
be communicated, and in particular whether the data are transmitted to recipients in 
third countries or international organisations and the existence of adequate guarantees; 

- the period of retention of the personal data; 

10. Contact: 

Glycérine SARL 

Ecole de ski internationale 

Route du Nord 5 

1972 Anzère 

Tél. +41 27 398 40 44 

Mobile. +41 79 216 96 30 

info@glycerinesport.ch 

www.glycerinesport.ch 

 

mailto:info@glycerinesport.ch
http://www.glycerinesport.ch/

